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Abstract

The attack on the al-Agsa mosque on April 6, 2023, and the burning
of the Koran on January 21, 2023, have sparked a reaction from
hacker group who call themselves Oselwdll 58N (al-hakiry al-
muslimani) "Moslem Hackers' (HM). Through the “Hacker News”
YouTube channel, they threaten to hack several strategic and vital
facilities of the Israeli and Swedish governments. About this
phenomenon, this study aims to explain the construction of their
threat narrative to those whom they call zionist and anti-Islamist.
Explanative qualitative research was conducted to answer research
questions consisting of the formulation of themes, sequence of
scheme, and micro linguistic elements. Research data in the form of
2 videos of HM hacking threats were collected through manual
transcription, reading and observation, printing, selection, and
classification. Meanwhile, data analysis through the stages of
reduction, presentation, analysis, interpretation, and the conclusion
were carried out by referring to Teun van Dijk's discourse structure
model as an analytical framework. The results of the thematic
structure analysis show that the theme highlights the actions as a
response to attacks on moslems and Islamic sacred symbols. HM
asserts their identity as moslems explicitly on the theme to attract the
audience's attention. In line with these findings, the results of the
schematic structure analysis show that the HM threat narrative
scheme consists of cause of threat, form of threat, detail of threat,
and impact of threat. Microstructure analysis shows that HM uses
clause structures, meaning intentions, and speech acts to launch
psychological warfare against zionists and anti-Islamists. Through
this narrative, HM spreads fear with the target of putting political
pressure on the Israeli and Swedish governments. Observing the
increasingly massive and dynamic phenomenon of cyber wartare, it
is predicted that HM's hacking threat narratives will often be found
in conflicts and political dynamics in various countries.

Keywords: Hacking threat; Arabic cyberspace; al-hakiry al-mmnstimun,
zionists; anti-islamists.




INTRODUCTION

Negative sentiment and physical violence against Muslims in several
countries have triggered the spread of a lingual phenomenon called the 'language
of threat' among pro-Islamic internet users (Al-Rawi, 2016a; Smyrnaios &
Ratinaud, 2017). One of the latest forms of this phenomenon is the action taken
by Ggalewdl 5 SWN (al-bakiry al-muslivnin) 'moslem hackers' in response to the
Israeli army's attack on worshipers at al-Aqgsa mosque on April 6, 2023, and the
burning of the Koran by politicians Sweden, Rasmus Paludan, on January 21,
2023. AlHakiry al-Musliman (hereinafter HM) threatened to hack a number of
Israeli and Swedish government infrastructure and services in retaliation. The
threat conveyed via the YouTube channel targets total paralysis in various fields
of the Israeli and Swedish governments, causing vital problems for their leaders
and people (News, 2023a, 2023b).

In the concept of digital activism, HM's threatening actions are part of
hacktivism, namely the activity of hacking internet networks as a form of political
intervention against certain parties (Delmas, 2018; George & Leidner, 2019). This
activism is relatively new and different from traditional digital activism which
focuses on propaganda of issues on the internet and is then followed up with
mass mobilization in the field (Dumitrica & Felt, 2020). In conflicts that raise
religious issues in various Arab countries, we can find threats from internet users
on digital platforms such as YouTube, Twitter, Instagram, TikTok, and Facebook
(Abbas et al., 2022; Smidi & Shahin, 2017). The dynamics of the last decade show
that this aggressive lingual response consistently accompanies conflicts in Libya,
Tunisia, Egypt, Iran, Yemen, and Syria (Karolak, 2017; Magdy et al., 2016; Saidin,
2018; Smidi & Shahin, 2017). However, the writer wants to emphasize that this
phennmennn is mostly part of traditional digital activism, not hacktivism, which
is a symbol of modern digital activism (Richards & Wood, 2018).

Several previous linguistic studies have shown that the abuse of sacred
symbols of Islam is indeed one of the things that trigger the emergence of
threatening language on Arabic social media. The Israeli army brigade that banned
moslems from worshiping at the al-Aqgsa mosque in 2015 gave rise to a resistance
movement on social media through blasphemous and curse narratives aimed at
gaining world attention (Li & Prasad, 2018). The occupation of the al-Agsa
mosque by the Israeli army in 2017 also sparked protests on social media through
the spread of hashtags (Abushbak & Majeed, 2020; Maryoga & El Fasha, 2022).
Likewise, the Israeli army attacked the al-Agsa mosque which claimed many
victims in the month of Ramadan 2021. This incident gave rise to a polylog
phenomenon on various social media filled with expressions of anger and
criticism through languages that no longer pay attention to aspects of politeness
(Faisol & Rahmat, 2021a, 2021c). The repressive events that moslems experienced
on a massive scale also spread anti-Israel and anti-zionist propaganda as a form
of resistance.




Not much different, the act of burning the Koran also sparked a response
of criticism from many pro-Islamic internet users. For example, Terry Jones, who
burned the Koran and campaigned for it on social media through the tagline In/
Bum a Qur'an Day, reaped many verbf threats, of which 300 were death threats
(Al-Rawi, 2016b). The publication of cartoons of the prophet Muhammad in the
Danish newspaper, [yllands-Posten, in 2005 and the French magazine, Charlie Hebdo,
in 2015 also provides a clear picture of how pro-Islam groups organize large-scale
online protests as a basis for mass mobilization in various countries (Alfawi,
2015; Kazkaz & Bosch, 2023; Smyrnaios & Ratinaud, 2017). Meanwhile, in the
context of the short film Fitna and Innocence of Muslim, the massive protests were
not only in the form of verbal criticism on various sites and online media
platforms and demonstrations on the ground but were also conveyed formally by
governments in various countries (Al-Rawi, 2016a; Augsberg, 2015; Igbal et al.,
2020; Maller et al., 2014).

In previous literature, online protest movements that accommodate the
existence of these threatening languages are categorized as resistance movements
against zionist and anti-Islam. Zionist, in some of these studies, are defined as
specific entities with ambitions to acquire the al-Agsa mosque and isolate the
Palestinian people from the haoly land (Bevilacqua, 2022). Since 2016, anti-zionist
propaganda defending the area of the al-Agsa mosque and the boly land has
become one of the triggers for digital repression against pro-Palestine content on
various social media platforms (Alimardani & Elswah, 2021). Meanwhile, anti-
Islam is identified as criticism that seeks to degrade Islam and moslems, both
offline and online, in the form of negative attitudes, discrimination, stereotypes,
physical threats, and verbal abuse (Awan, 2016; Evolvi, 2019). Anti-Islam is
considered by many scholars as the success of media propaganda that positions
Islam as the most attacked religion on various digital platforms (Evolvi, 2019;
Horsti, 2017).

In principle, the hacking threat conveyed by HM is also a resistance to
zionist and anti-Islam. They clearly labeled the attack on the al-Aqsa mosque as a
zionist activity. Likewise, the burning of the Koran as a form of anti-Islamic
activism. However, the HM narrative is completely different from the lingual
phenomena portrayed by previous studies. Previous studies analyzed polylogs and
single discourses (taglines and hashtags) which were spread sporadically, while
HM built a structured and systematic narrative. Polylogs and single discourses
examined in previous studies have the characteristics of provocative language
because they aim to mobilize the masses and make movements in the field.
Meanwhile, HM focuses more on political pressure on discourse targets. They do
not aim to provoke and mobilize the masses, because hacking is only done by
experts in their group.

The difference in the character of the lingual phenomenon and the target
of the discourse proves that the threat of HM hacking is a unique object of
linguistic research. In addition, the threat of hacking also has a strong and




distinctive context. HM targets the destruction of digital infrastructure which will
have a large-scale impact on the country's government management. The fear
raised by this threat will be greater than facing open demonstrations in the streets.
Therefore, the study of HM narratives will provide a new theoretical contribution
to linguistic studies amidst the dynamics of language in Arabic cyberspace. Apart
from that, HM's way of constructing threat narratives can also represent cyber
warfare strategies and constellations as a consequence of the proxy war waged by
many third parties in the conflict landscape in the Middle Hast.

In this regard, the research on the construction of the HM threat narrative
is derivation into 3 research questions: (1) How is the formulation of theme of
HM’s hacking threat narratives against the zionists and anti-Islamists? (2) How is
the sequence of scheme of HM’s hacking threat narratives against the zionists and
anti-Islamists? (3) How is the use of micro linguistics elements in HM’s hacking
threat narratives against the zionists and anti-Islamists? To answer the research
question, a qualitative-explanative study was conducted on the hacking threat
narratives published by HM. The research data in the form of videos were taken
from the Hacker News YouTube channel
(https://www.youtube.com/(@HackerNewsAR/about) which is a media
network for publishing hacking news by various Arab hacker groups. In line with
the research objective, the author took 2 Elldeos published by the HM hacker
group as objects. Details of the two video data sources are shown in the table 1
below.

Table 1. Research data sources
Code Title Link & Date
1 e elaieY) s dleall e cpdiall Skl o) https://voutube/AL
& laal) ol rsall Jabs (pliadll - AvksPB8M

Radd al-bhakirg al-mushimin ‘ala al-sabayanab ba'd
al-tidd” “ald” al-musallin dakhil al-majid al-agsa 6 April 2023
al-miharak
The response of moslem hackers to the
zionists after the attack on worshipers at the
al-Agsa mosque’

2 aoSl ) Al 8 g am 3 gl Cppalisall 5 Sl A0l hittps://voutube /W
Risalah al-hakiry al-muslimin li al-swid ba’d harg mZgWOIEVXw
al-qur'an al-karim
‘Moslem hackers” messages to Sweden after 29 Januari 2023
the holy Koran burning incident’

Data collection on video sources is carried out through four stages. Firss,
manual transcription with reference to the narrative text displayed in the video.
Second, reading and observing the data to ensure that no narration is wrong or
missing to be transcribed. Third, data printing simplifies the selection and




classification process. Fourth, the selection and classification of data to determine
the lingual units to be analyzed based on the features of the theoretical framework
used. Meanwhile, data analysis was also carried out by taking four stages. First,
data reduction to determine the object in the lingual units to be analyzed. Seond,
the presentation of data is based on the analytical features used in the theoretical
framework. Third, analysis and interpretation of data to describe the lingual
elements that construct narratives. Foarth, drawing conclusions to confirm
answers to research questions.

In accordance with the research questions and objectives, data analysis
refers to the discourse structure model proposed by Teun van Dijk. Dik stated
that the narrative structure of the text as part of the discourse consists of thematic
structure, schematic structure, and microstructwre (Van Dijk, 2013). The thematic
structure is the construction of the theme of a discourse, where the focus of the
study is the topic. The schematic structure is the construction of discourse
schemes, in which the focus of the study is the structure of the text as a whole.
The microstructure is the construction of micro linguistic elements, where the
focus of the study is the form, function, meaning, and value contained in the text.
Analysis of the three elements of the text can comprehensively describe the
structure of a discourse. Therefore, this model is very appropria to be used to
analyze the construction of threat narratives published by HM. The application
of the analytical model to answer research questions is shown in the following
table 2.

Table 2. The application of the analytical model to answer research questions

Research Questions Analysis Features
Formulation of Theme Thematic structure
Sequence of Scheme Schematic structure
The use of micro linguistics elements Micro structure

FINDINGS AND DISCUSSION

To explain the construction of the HM hacking threat narratives, a
comprehensive analysis was carried out on the language facts contained in the
data. Referring to the analysis model applied, the analysis starts from the theme
which is the macro dimension of the narrative to the small details that describe
the structure, meaning, and actions in the clause. This comprehensive analysis will
outline strategies of HM for assembling words, phrases, clauses, sentences, and
paragraphs to construct a complete narrative. Thus, the construction of the HM
hacking threat narrative can be identified and explained comprehensively from a
linguistic aspect.

Formulation of Theme of HM's Hacking Threat Narratives against
Zionists and Anti-Islamists




As an important element of the narrative, the theme plays a vital role in
representing the narrative content of the threat of hacking as a whole. Analysis of
the thematic structure model will explain what elements are contained in the HM
threat narrative theme that represents the important points of the narrative. In
this regard, the themes in data 1 and 2 are shown as follows.

Data 1 Jals Giadll e eltie ) 2 dlguall o (paluall 5 SIedi o)
& el B an el

Radd al-hakirg al-muslimin ‘ala al-sahayanab ba'd al-I'tida’ ‘ala al-
musallin dakbil al-masjid al-agsa al-mubarak
The response of moslem hackers to the zionists after the
attack on worshipers at the al-Agsa mosque’

Data 2 a2 S0 Al 3 s ey gl el SUeD AL
Risalab al-bakirg al-mustimin li al-swid ba'd barg al-gur'an al-karim
‘Moslem hackers” messages to Sweden after the holy Koran
burning incident’ -

The theme in data 1 and 2 above contains a temporal marker in the form
of the conjunction ba'd 'after' which functions to explain that the threat of hacking
is carried out after the triggering action has taken place first. Explicitly, the
triggering action is expressed through the nouns ¢15eY! (a/%dd") "attack’ and &~
(barg) 'burning' carried out in places of worship and holy books of Muslims,
namely s8¥) 3xsdl) (almasjid al-agsd) ‘al-Agsa mosque’ and 1A (al-gur'an) 'the
Koran'. To emphasize the al-Agsa mosque and the Koran as sacred symbols in
Islam, the two nouns are given the adjectives Sl (almubdrak) 'blessed’ and
a2 S (al-karim) "holy'. Meanwhile, the assertion of identity as moslem is reflected
through the adjective (salwa (mauslimin) 'moslems' which is attached to the noun
phrase Opalisall 5 SLll (al-hakirg al-muslimin) 'moslem hackers' in both data. Based
on these findings, the elements of theme in data 1 and 2 are shown in the
tollowing table 3.

Table 3. Elements of theme

Elements of Theme Data 1 Data 2
Temporal marker ba’da ba'da
Actions against Islam al-i’tida’ harg
Islamic symbols al-masjid al-agsa  al-quran
Sacredness of Islamic symbols al-mubarak al-karim
Moslem identity al-miuslimin al-muslinin

Sequence of Scheme of HM's Hacking Threat Narratives against Zionists
and Anti-Islamists




The HM hacking threat narrative has a systematic and derivative scheme.
As a derivation of the theme, the narration contains several explanatory
substances from the theme, including the motivation for revenge, the brutality of
opposition to Islam, and the defamation of the sacred symbols of Islam.
Meanwhile, the scheme as a whole contains four elements consisting of threat
background, threat form, threat detail, and threat effect. Each of these elements
is described as follows.

Cause of Threat

The cause of the threat is stated at the beginning of the narrative of the two
data. Cause narratives provide context and an overview of the threat. Essentially,
through this section, speakers want to explain that they are not threatening
sporadically and without cause but are motivated by the motivation ot religious
struggle to defend Islam. The causes in data 1 and 2 can be seen as follows.

Dﬂtﬂ 1 _'):J.«.E.'L' M_,,Lf- 5}45.5 J-L'J-ij lllbnl\.?.'l-' V,&iﬂ" J«:{u.-..'l-' _-v_,.'!- M_',LF- ‘_,JJJJ'Y' -'a.qu.&l' .\};:I,hl ;_‘L.:

Lo J;:.I 3

Qama al-junud al-sahayanab bi al-daws “ala purmabh al-masjid al-agsa
al-mubarak wa a’tadu bi guswal) ‘ala al-mysallin dakbil al-masid

“The zionist army trampled on the sanctity of the al-Aqgsa
mosque and brutally attacked worshipers inside the mosque’

Data2 gl b 3 oS0 OTAN o s G2 "0l s (Spial el 1

Qama al-mutatarvif al-‘unsury “Rasmns Paludan” bi parg nuskbab

min al-gur'an al-karim fi stukbulm, bi al-swid. ..
‘Racist extremist "Rasmus Paludan" burned Koran in
Stockholm, Sweden...”

In data 1 and 2 above, the cause is disclosed in detail from the information
mentioned in the theme section, namely the attack on worshipers at the al-Aqgsa
mosque and the burning of the Koran. Details added to data 1 are the
specifications of the perpetrators in the form of the noun 4&eall 2 sl (a/junsid
al-sabayanah) 'zionist army' and the attack situation described through the noun
5 gl (guswal)) 'brutal’. Meanwhile, the first detail added to data 2 is the specification
of the perpetrators expressed through the associative noun & painll s il (al-
muttglarrf al-‘wnsurd) ‘racist extremist’ and the self-name Ol il s gand (Rasmus
Paladan). The second detail in data 2 is the location of the incident expressed
through the prepositional phrase AP PR PYLg et (fi stikbalm bi al-swid) 'in
Stockholm, Sweden'. The addition of detail in the cause section has a significant
function in providing a wider perspective for the audience to see the reasons for
publishing threat narratives.




Form of Threat

The form of threats is the essence of the resistance narrative published by
HM. Through threatening speech, they launch psychological warfare (psywar) to
attack the psyche of the target. This threat is targeted to impact psychological
pressure which can ultimately damage the target's concentration. The form of
threats can be seen as follows.

Data 1 ) S R ) o) Slbend 5 R e 3 ey
Wa ‘ala barakab Allab nu'linu muda’afah kulli al-'amaliyyal li darb
al-bana al-tahtiyah li al-kiyan al-sabyuni. ..

‘with the blessing of Allah, we announce the doubling of all
operations to attack the zionist entity...’

Data 2 Ll ok WSUle 058Gy LWL Lad Opediian

Satadfa’una thamanaba ghaliyan. Wa sayakunu ‘alaykum tahmilu

nataijaha
You will pay dearly for it. And you will have to bear the
consequences.’

The table above reflects the different types of threats in data 1 and 2. Data
|l contains direct threats by explicitly mentioning the form of action, namely
leall S Adclas (mugda'afal kulli al-'amaliyyal) 'doubling of all operations’. In
addition, it is also stated that the target of the cyber operation to be carried out is
Hsall GUSW g S (alband al-tahtiyab i al-kivan al-sabyind) 'zionist entity’,
which in this case is Israeli infrastructure. This form is ditferent from data 2 which
tends to mention threats in general, without explaining the form and target of
these threats. In data 2 there are only open threats that use hyperbolic forms in
the form of the noun phrase W& Wi (thamanaba ghaliyan) 'a high price'. Implicitly,
this metaphor also means that the actions they will take can have a big impact on
the Swedish government and its people.

Detail of Threat

Details of threats in the form of targets for cyber-operation attacks are only
found in data 1. Meanwhile, data 2 which only contains general threats to the
Swedish government and its people, does not contain details of attack targets. The
detailed form of these threats can be seen as follows.

Data 1 ity ol i) il yily S0 e ey 2 o 5

sobaia dly

Sanurakkizu ‘ala al-bursab wa al-bunuk, mawaqi’ al-ghaz wa al-

bitrul, wa al-kbidmat al-raisiyab ka al-mataral, wa al-mawani’, wa
al-mustashfayat.




“We will focus on the stock exchange and banks, gas and oil
sites, and major services such as airports, ports, and
hospitals.’

The target details for the cyber operation that HM will carry out are a
number of Israeli economic and energy strategic infrastructures, namely dua ol
Al 5 (albupsabh wa al-bunik) 'stock exchange and banks' and Jsidls Jad a8l se
(mawaqi ‘al-ghaz wa al-bitril) 'gas and oil sites'. In addition, cyber-attacks will also
be directed at Israel's main domestic and foreign service centers in the form of
DI el (ahmataraly 'airports', Sl (almanani’) 'ports', and Ddiiadl (g
mustashfayat) "hospitals'. All goals are vital parts of the governance and survival of
Israeli society. Thus, the details of this explicit threat are expected to escalate the
psychological impact of anxiety for the Israeli government.

Impact of Threat

The impact that will be caused by cyber operations is mentioned at the end.
Schematically, impact points cover a series of threats of attack, thereby
constructing a complete narrative. The impact mentioned in data 1 and 2 can be
seen as follows.

Data 1 LRes bl o5 e Adaas Ay deasd Sbly g aiee S gl
Satataallamuna kathiran. Sayatimmu tasribu bayanal shaklstyyah
wa bitagah masrafiyab. Sayatimmu nashr bayanal ‘askariyyah wa
tyjariyyah.

You will suffer a lot. Personal and bank card data will be
leaked. Military and commercial data will be exposed.”

Data 2 A3 s gl nt g ) RaSm i iz DL 4 gl L
Ma gama bibi Paludan satadfa’ thamanabhn bukumah al-swid. Wa
sayw ani sha’b al-swid bisabab dbalik.

‘What Paludan did will be paid for by the Swedish
government. And the people of Sweden will suffer because
of it

The table above shows that there are similarities in the construction pattern
of the impact narrative with the form of threat in data 1 and 2. The impact is
mentioned in detail in data 1, but only generally in data 2. In data 1, the impact of
the attack is 4 yae 38Uny o dpasd SUly <y sl (fasrib baydndt shakbsiyyah wa bitagab
masrafiyal) 'persnnal and bank card data leak' and 42_jad 54 See Slily s (nashr
bayanat 'askariyyab wa tjariyyah) 'military and commercial data exposure'. While in
data 2, the impact of the attack is described as a general situation 2 sedl el S




A sy (sayu'ani sha'h al-swid bisabab dbalik) 'the people of Sweden will suffer
because of it'. In the structure of the threat narrative, the forms of impact
mentioned in the two data functions to increase fear and political pressure on the
target.

Use of Micro Linguistics Elements of HM's Hacking Threat Narratives
against Zionists and Anti-Islamists

Micro linguistics elements consist of the form, function, and meaning of a
lingual phenomenon. In the HM threat narrative, micro linguistic elements are
identified through clause structure, meaning intention, and speech acts. Each of
these elements is described in detail as follows.

Clause Structures

In general, the structure of the clause that is widely used in data is verbal
clause (Aded Aas /jimlab fi'liyal) whose basic form consists of a verb (J=2//%/) and
a noun (p /7). Apart from the general structure, there are several modified
structures in several places. The modified structure is composed by replacing the
initial predicate in the form of a base verb with the neutral verb form a2 (gama)
'to do'. After that, the basic verb is shifted to the end of the clause and undergoes
a nominalization process that begins with the preposition < (b)) 'with'. This
modification also replaces the function of the basic verb which was previously a
predicate to an adverb. An example of changing the basic structure into a
modified structure can be seen in following analysis.

Basic structure gl 34ib B
aljunnd al-sabayanal dasa
‘zionist army’ ‘trampled’
Moditied sl iylgaall 392t té
Structure . - - -
bi al-dmws al-junid al-sabayanah gama
‘trampling’ ‘zionist army’ ‘did’

Referring to the structure of the Arabic clause, the clause in data 1 above
has the basic structure of & sall 3 gadl (s (disa aljunid al-sabdyanah) 'zionist
army trampled'. This basic structure is only filled with verbs and nouns. However,
in the HM threat narrative, this basic structure is replaced with a modified
structure. In the modified structure, the base verb is replaced with the neuter
gama verb, while the previous basic verb (dasa) is nominalized to (=32 (daws)
through a preposition and is positioned at the end of the clause. The modified
structure forms a longer clause, namely sl Fospaall 2 gl L8 (gama alsjunid al-




sabayanal) bi al-daws) "zionist army trampled’. Modification of the clause structure
is also found in data 2 below.

Basic structure 5 paiall o jlatiall G
al-mutatarrf al-‘unsurt haraga
‘racist extremist’ ‘burned’
Modified PEs s paiall o jhtiall ald
Structure bi harg al-mutgtarnf al-‘unsuri qama
‘burning’ ‘racist extremist’ ‘did’

The clause in data 2 above has the basic structure of & izl s kil & a
(haragqa al-mutatarnf al-‘unsuri) ‘racist extremist burned’. This basic structure is only
filled with verbs and nouns. The basic structure is replaced with a modified
structure. The root verb is replaced with the neuter gama, while the previous root
verb (baraga) is nominalized to @ (harg) through prepositions and is positioned
at the end of the clause. The modified structure forms a longer clause, namely al
G (5 painll o plaiall (gama al-mutatarrf al-‘unsuri bi parg) ‘racist extremist burned’.

Meaning Intentions

Semantically, modification of clause structure has an impact on the focus
of meaning. Replacing the basic verb with the neutral verb &2 (gama) "to do' has
an impact on the occurrence of indirect fronting which promotes the subject
gl 2 ) (aljunitd al-sahdyanah) 'zionist army' and & il < kil (almutgtarif
al-'unsuri) 'racist extremist' to the beginning of the clause. Thus, this modification
changes the focus of the discussion which was previously the activities of Lala
(ddsa) "trampled’ and &~ (haraga) 'burned’ to become agents of 4ulgall 2 5l (a/-
Juniid al-sabayanah) 'zionist army' and g pail) Caliall (o mutgtarif al wnsuri) "racist
extremists’. In accordance with the essence of the analysis of the macrostructural
and superstructural aspects, it is these two objects that the speaker wants to be
the focus of the audience's attention. The shift in the focus of the conversation
can be seen in the following analysis.

Structure Data 1 Data 2

Basic structure il G
dasa haraga
‘trampled’ ‘burned’

Modified structure dulgall 2 giall & paiadl o plaidll

al-junnd al-sabayanabh  al-mutgtarrif al-‘unsuri
‘zionist army’ ‘racist extremist’

Speech Acts




Pragmatically, the data is dominated by commissive speech acts that
function as 'threatem'ng'. The commissive speech which implies a commitment to

do something in the future is characterized by the use of 4= Juadll G 2 ¥ (alahmuf
al-midara'ah) 'future tense marker letters'. This phenomenon can be seen in the
tollowing analysis.

Data 1 Data 2

388 clanaliais Llle Lgad () gadiie
satugabilubu dima’ kathirah satadfa’una thamanaha ghaliyan
‘you will replace it with alot of  ‘you will pay dearly for it’
blood’

| S () salliins PN Y P

satataallamuna kathiran sayu ani sha’b al-swid
‘you will suffer a lot’ ‘the people of Sweden will suffer’

Data 1 and 2 in the table above contain commissive speech acts which are
marked by the use of the letters mudara'ah in the form of Gl (afsin) 'will' which
is connected to the verb. In terms of meaning characteristics, the use of the letter
al-sin means the future which has a short distance. This is different from the use
of < s (sawfa) 'will' which semantically means having a considerable distance in
time. Thus, through the use of the letter al-sin, the speaker's commitment that the
Zionist soldiers will replace (satugabilubu) their actions with lots of blood and they
will suffer (satataallamiing) will occur in the near future. Likewise, the speaker's
commitment that the Swedish government pays a heavy price (satadfaina) for
their actions and the Swedish people suffer (sayu'and), will also occur in the near
future.

Based on the findings above, the construction of HM's narrative against the
zionists and anti-Islamists has a distinction from the narratives of previous
studies. In several studies of counter-zionism narratives, there is indeed a
tendency to represent actors with the label g/oniss rather than Israel as a form of
delegitimization of their occupation of Palestine (Jaspal, 2013). However, the
zionist labeling is also motivated by subjective political interests such as
maintaining state ideology, highlighting a leadership role at the global level, and
strengthening citizens' communal identities (Jaspal, 2023). This motivation is not
found in the anti-zionist narrative spread by HM. This is partly due to the absence
of a background of subjective political interests in their actions other than
defending Islam. Their motivation to defend Islam also refutes studies that state
that the demonization of the zionists has no ideological roots, but is only caused
by fanaticism and hatred (Sternberg, 2015).

HM's narrative also resolutely reverses the perspective of several previous
researchers who tend to position negative sentiments and actions against Islam as
Islamophobia (Awan, 2016; Ogan et al.; 2014). For HM, these negative sentiments




and actions are acts of hatred that clearly reflect a position against and against
Islam, not Iskamaephobia which tends to mean prejudice and fear of Islam. Through
its narratives that emphasize the negative actions of anti-Islamic groups as fueling
anger, HM also reverses media propaganda that labels moslem groups as
extremists. HM openly said that anti-Islamists themselves are also part of
extremists because they are radical and often provoke moslems’ anger (Awan,
2016; Olteanu et al., 2018). HM's narrative is in line with research findings which
state that extremism exists in all religions, but media propaganda tends to corner
Islam compared to other religions (Horsti, 2017; Powell, 2018).

From the aspect of lingual form, HM's threat to the zionists and anti-
Islamists reinforces previous studies which also analyze the protests of pro-
Islamic groups against the attack on the al-Aqgsa mosque and the burning of the
Koran in various online media. In these studies, threats are indeed one of the
dominant expressions (Abushbak & Majeed, 2020; Al-Rawi, 2015, 2016b, 2016a;
Faisol & Rahmat, 2021a, 2021b). However, from the aspect of narrative
construction, the threat of hacking HM has significant ditferences from the
lingual facts in these studies. The data in previous studies are polylog in nature,
so the analysis is limited to the mapping of expressions, sentiments, meanings,
and values. This phenomenon is different from the HM threat which is in the
form of a complete narrative. HM's narrative shows a new pattern in the spread
of threats against zionists and anti-Islamists, in which lingual facts are woven in a
structured and systematic manner, so as to be able to provide a clearer and more
directed perspective.

Overall, the hacking threats published by HM represent a new form of
digital activism that transcends traditional forms of digital activism (George &
Leidner, 2019; Karanasiou, 2014; Richards & Wood, 2018). In their threat
narratives, HM managed to use language effectively to provide a large-scale
psychological effect in the form of fear of the threat target. The dynamics and
development of technology in the future are very likely that the type of hacking
threat carried out by HM will become a trend of digital activism. For the nations
of the world, the threat of hacking can be more worrisome than the threat of mass
mobilization on the streets (Beck, 2016). This is because most government
management activities rely heavily on digital technology. Therefore, it is very
natural that the threat of hacking as a form of protest will be able to provide
higher political pressure than large-scale demonstrations.

CONCLUSION

Based on the findings obtained through the thematic, schematic, and
microanalysis above, it is found that HM constructs narratives of hacking threats
in a structured, systematic, and effective manner. In the context of motives, HM
emphasizes his threats as a response to acts of insulting Islamic sacred symbols.
Their self-association as moslems is done to build the authority and legitimacy of
the movement so that they can gain sympathy from a large audience. One of the




characteristics of the threat narratives they propagate is psychological warfare that
targets large-scale impact. HM mentioned in detail the target of the hack in the
form of strategic and vital digital infrastructure. This narrative is accompanied by
a crucial impact in the form of leakage of personal data, banking, and exposure of
military and commercial data. The projected threat to occur in the near future
reflects efforts to exert pressure and political pressure on the targets, which in this
case are the governments of Israel and Sweden.

Even though they have explained the construction of the HM hacking
narrative against Israel and Sweden which they call zionist and anti-Islamist, this
research still has limitations. Among these limitations is the small amount of data,
because there are only 2 videos published by HM. In the future, similar narratives
can become research areas for other researchers. Hacking narratives are not only
limited to videos but can also be in the form of a written text sent via e-mail or
social media accounts. Apart from that, the video of hacking threats by HM can
also be used as a material object for other studies. For example, critical discourse
analysis has the opportunity to examine the ideology behind the narrative and
map the power relations played by discourse producers.
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