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ABSTRACT

Purpose: This study analyzes how to build trust in the use of sharia fintech services in Indonesia by considering the benefits and risks faced by users.

Design/Method/Approach: Descriptive qualitative research design with a literature review approach was used in this study. The data collection method was documentation technique while the data analysis technique used conclusion drawing technique to obtain information about a message objectively and systematically.

Findings: The results of the study show that building trust in the use of sharia fintech services is something that must be done by sharia fintech startup companies since Indonesia is a country with a majority Muslim community. Trust is built by maximizing the benefits obtained and minimizing the risks that will be faced by users.

Originality/Values: This research contributes to provide valuable information regarding how to build trust in the use of sharia fintech services in Indonesia in the context of developing the sharia industry and economy.
INTRODUCTION

The rapid development in financial technology (fintech), especially sharia fintech, highlights the need to improve services for users, especially Indonesian Muslims, in using innovative and sharia-based financial products and services. With the development of information and communication technology, fintech companies which provide services through internet and cellular-based platforms have grown rapidly. The Financial Services Authority (OJK) stated that the fintech platform was proven to be able to continue to grow during the spread of the COVID-19 pandemic and afterward as it is today. Fintech startups have an important role in maintaining Indonesia's economic growth and are able to become game changers.\(^1\)

Many types and forms of fintech are currently developing. There is conventional fintech and there is also sharia fintech. In its development, Islamic fintech has its own challenges and roles. Currently, the challenge of sharia fintech is not only the task of the National Sharia Finance Committee (KNKS), but also the obligation of the entire community to jointly pay attention and be aware of every development and offer of digital investment programs. Sharia fintech offered and developed must be in accordance with sharia principles and must be made based on the provisions of sharia economic and financial principles among which do not take profits in the form of interest, do not contain usury, and do not have manipulation in it.\(^2\) The National Sharia Council of the Indonesian Ulema Council (DSN-MUI) has released a fatwa on Information Technology-Based Financing Services Based on Sharia Principles, i.e. Fatwa number: 117/DSN-MUI/II/2018. This fatwa is not separated from sharia fintech as a financial industry that is quite developed and attracts the attention of many consumers in Indonesia. Currently, the Indonesian Sharia Fintech Association (AFSI) has been formed. It is an association for sharia fintech startups in Indonesia.\(^3\)
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E-banking and the digitization of conventional financial services have been exceeded by the present spectrum of fintech services. The financial services sector is currently concentrating on the consumer's viewpoint to successfully create and introduce cutting-edge technology to satisfy consumers' financial needs and demands. Fintech services, according to Bank Indonesia, have the ability to boost productivity, lower risk, and promote inclusive growth. The traditional business structures of the highly regulated financial services sector could also be significantly altered by these technological advancements in order to provide a distinct consumer experience. This can easily accomplished by employing a straightforward and understandable design, practicality, and greater openness in the information provided. The use of sharia fintech financial services will be easier if sharia fintech startup companies can build the trust of their users and customers.

The Covid-19 pandemic which has passed has caused routine disruptions such as social distancing and so on. Besides being a disaster, it also opens a potential opportunity for many financial institutions or startups to encourage more Indonesians to use fintech, especially sharia fintech. There are several main segments of sharia fintech consumers in Indonesia, each with different financial literacy, values and views. By building trust, maximizing benefits, and minimizing risks that align with each of these segments, Islamic fintech companies can build in-depth profiles to describe the behaviors and attitudes that shape their reactions to the use of Islamic fintech services. Islamic financial institutions can offer support and messages tailored to each unique customer segment amid the current state of affairs after the COVID-19 pandemic and potentially increase the level of use of Islamic fintech, even among those who were reluctant to use it in the past.

In particular for retail financial services, the current growth of Islamic fintech is highly difficult for public acceptability and needs more time and work to achieve long-term success. In underdeveloped nations in particular, the difficulty of balancing the potential risks and benefits of sharia fintech is increasingly pressing. Low socioeconomic resource individuals are less likely to seek out financial information and are less knowledgeable about financial items. The provision of financial services to the unbanked population in emerging
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nations is significantly aided by mobile services. However, a number of empirical studies, particularly in developing nations, have been carried out to examine various elements of the use and proliferation of fintech, including sharia fintech.⁷

Manansang from the Coordinating Ministry for the Economy said Micro; Small Medium Enterprises (MSMEs) in Indonesia are being helped to digitize thanks in large part to fintech and its stakeholders throughout Indonesia. Many fintech startups with various platforms are involved in developing the digitization of MSMEs, including e-wallet, P2P lending, project financing, digital payments, financial planners, and so on. This condition shows that sharia fintech has the potential to support the program to accelerate national economic recovery due to the COVID-19 pandemic and the economic recession is still wide open.⁸ Therefore, this can be a gap for sharia fintech to enter the business and become a major player because the majority of Indonesians are Muslim. How to build trust in the use of sharia fintech services in Indonesia? By maximizing the benefits and minimizing the risks that will be faced by users, this is the main analysis in this research.

RESEARCH METHOD

This research used descriptive qualitative research with a literature review approach. The data collection used documentation techniques, i.e. collecting data from literature and journals related to the use of fintech services, especially sharia fintech. The data analysis technique used a conclusion drawing technique in which the data collected were then processed in an effort to obtain information by selecting data in identifying the content of a data message and analyzing various characteristics of a message objectively and systematically.

RESULT AND DISCUSSION

The Use of Sharia Fintech Services

Financial technology or better known as fintech is "the use of technology in the financial system that produces new products, services, technology, and/or business models and can have an impact on monetary stability, stability of financial factors, and/or efficiency, smoothness, security, and reliability of the payment system".⁹ Fintech is a catch-all phrase for any
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⁹ BI, “Sekilas Sistem Pembayaran Di Indonesia,” 2020
technological advancement in the financial services industry; it describes a range of financial services offered and accessed through any digital channel.10

As defined by the Financial Services Authority, “fintech is any financial innovation that supports technology that generates new business models, applications, or processes or products, affecting financial markets and institutions and the provision of financial services.” This technical advancement has the ability to provide accessible, secure, and affordable fundamental banking services.11 Fintech, to put it simply, is a development in the financial services sector that makes use of technology to carry out particular financial transaction processes in order to expedite and facilitate elements of the financial services offered.

Through restructuring and coordinating the flow of financial information, fintech provides a new type of wealth generation model. Information and communication technology plays a pivotal role in fintech, revolutionizing the entire established financial system in addition to serving as a facilitator. Through processes for disintermediation, access expansion, hybridization, financialization, and customization, fintech companies are altering conventional online financial models.12 Fintech facilitates evaluation of the financial industry’s rapid expansion. By developing new applications for delivery such as making payments, saving, borrowing, managing risk, and obtaining financial advice, it has made the consumption of financial services more convenient.13 Consumer demand for technology-based financial services is rising as a result of the digital revolution of many industries. Fintech businesses provide a practical and affordable method for transferring, borrowing, and investing money to satisfy this customer need.14 Fintech is now being adopted by retail companies and telecommunications providers who innovate to provide financial services using existing networks. Previously, fintech was only used for banking services and investment funds.

Many types of fintech services appear, including digital payments, digital loans, business financing, crowd funding, financial planning, peer to peer lending, investment risk management, e-aggregator, clearing, and settlement. Digital payment or digital payment is "one of the payment techniques that use

10 Dong He et al., “Fintech and Financial Services: Initial Considerations,” International Monetary Fund, 2017, p. 49
11 OJK, “Literasi Keuangan,” ojk.go.id, 2019
13 He et al., “Fintech and Financial Services: Initial Considerations.”
electronic media". Smartphone is one of the media that can access various forms of digital payments. This online payment method is increasingly attracting consumers to use it. Many digital payment applications and e-wallet are emerging today, including Go-Pay, OVO, LINK Aja, LINK Aja Syariah, DOKU, i.Saku, Sakuku, PayTren, True Money, QRIS mobile banking, QRIS Islamic banks and so on.

P2P lending or peer to peer lending is “a financial service provider that brings together lenders and loan recipients in order to enter into lending and borrowing agreements through an electronic system using the internet network”. The P2P lending application service in Indonesia is an online lending and borrowing provider with an Indonesian legal entity. Many P2P lending fintech companies are emerging today, including Amartha, Danamas, Investree, KoinWorks, Uang Teman, Modalku, Kredit Pintar, and others. Currently, there are many sharia peer to peer lending fintechs such as Berkah, Ammana, Alami Sharia, Syarfi, Duha Syariah, Qazwa, Dana Syariah and many others, which make Muslim communities and MSMEs their target consumers.

**Building Trust in the Use of Sharia Fintech Services in Indonesia**

Trust is characterized as “the willingness of one party to be vulnerable to the actions of another based on the expectation that the other party will perform certain actions that are important to the first party, regardless of the ability to monitor or control the other party”. The use of technology, particularly those intended for financial transactions, is regarded as crucial. Building close ties with consumers is emphasized in the fiercely competitive financial services sector. Any transactional activity’s primary fundamental component is trust, which is loosely described as "the ability of one party (the trustor) to depend on or rely on the conduct of another party (the trustee)".

Users who have confidence in a fintech application’s competence, integrity, and kindness are said to have that application’s trust. However, because transferring to the conventional financial system is expensive, trust is
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16 Bank Indonesia.
seen as being crucial for financial service providers. In fact, when faced with such unknown and dangerous circumstances, trust minimizes the risk, which leads to the emergence of good intents to employ new technology. Kim et al. claim that perceived benefits and believed possible hazards serve as two mediating variables through which trust operates indirectly. The user's subjective perception of the possibility of negative values and unclear losses resulting from transactions with fintech service providers is known as perceived risk. Trust comes first when consumers are faced with risky and unclear situations. In fact, other people have noticed that trust lowers the risk involved in online transactions.

Islamic fintech users are unable to establish complete and unquestionable trust while processing mobile payments, but they refuse to give in to their fear of risk and uncertainty to the point where they stop engaging in online transactions. In order to ensure the security of their financial transactions, customers are therefore willing to accept dependence on institutions, institutional norms, and institutional procedures. Customers believe it is reasonable to rely on Islamic fintech application developers and organizations to secure the application tools they use and shield them from risk, which decreases the need for security knowledge and actual security behavior on the part of customers. One specific example is when customers rely on Shopee or Lazada seller feedback ratings. Customers are more inclined to purchase products, particularly those in large quantities and at high prices, from sellers with a large number of positive reviews than from those with consistently poor or negative feedback.

Individuals or consumers who use sharia fintech applications cannot personally investigate every sharia fintech application. Therefore, customers end up developing a personal dependence on these organizations and their screening procedures by handing off the development of trust to Lazada or Shopee early.
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23 Chin, Harris, and Brookshire, “An Empirical Investigation of Intent to Adopt Mobile Payment Systems Using a Trust-Based Extended Valence Framework.”

Consumers also trust well-known and established digital payment services like ShopeePay, GoPay, PayPal, and others when making mobile payments. For the sake of relying on faith in these organizations, the dread of potential personal privacy hacks, the ensuing threat to security, and the other potential negative repercussions coming from producing mobile payments are relegated to obscurity.25

Consumers should be aware of a certain level of danger when utilizing Islamic fintech applications in the form of mobile payment systems to make purchases and send money, such as the possibility of losing their own funds. Customers can rely on their trust in merchants to reduce risk. For instance, a negative relationship is anticipated where consumers will perceive less danger if their level of trust is higher, like in the case of conducting business with a reputable provider. The more consumers trust the Islamic fintech platform in their mobile payments, the less risk they will feel, and the greater their intention to adopt the Islamic fintech platform.

Users who have a high level of trust in sharia fintech service providers are likely to believe that the connected party won’t break these transactional commitments with relative regularity. This suggests that consumers who have a high level of trust will have a low sense of danger. In contrast, if the opposite occurs, the client will have relatively little trust in the financial service provider. The consumer will develop a reasonably high level of perceived risk as a result of worrying that the fintech service provider may break transactional obligations.26 Thus, it is evident that trust impacts intentions through its two mediators, perceived risk and perceived gain, in addition to directly impacting the decision to perform online transactions.

In building the trust of sharia fintech service users, startups must build trust in the capabilities, integrity, and goodness of sharia fintech applications. This can be seen from: 1) How do sharia fintech service providers have the reliability to serve the financial needs of consumers?; 2) How do sharia fintech service providers maintain the security of consumer financial transactions?; 3) How do sharia fintech service providers maintain the privacy of consumer personal data information?; 4) How do sharia fintech service providers provide
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25 Chin, Harris, and Brookshire, “An Empirical Investigation of Intent to Adopt Mobile Payment Systems Using a Trust-Based Extended Valence Framework.”
convenience for consumers?; and 5) How is the legality of sharia fintech service providers recognized by the Financial Services Authority and related parties.\textsuperscript{27}

**Maximizing the Benefits of Using Sharia Fintech**

Advances in technology have facilitated user mobility in which the users can access similar information technology services regardless of their location. Compared to conventional financial transactions that use interface connectivity, contemporary digital financial technology allows users to take advantage of wireless computing in accessing important financial information and services that are independent of time and location.\textsuperscript{28}

The features of digital financial technology are consistent with the lifestyle of modern people who are mobile. The use of services anytime and anywhere is attractive to both users and service providers. In this case, it can be seen that the convenience provided by the sharia fintech application will have a significant impact on user perceptions of the benefits and ease of use. The study conducted proves that user mobility has a positive effect on one's perception of the benefits of sharia fintech applications and ease of use.\textsuperscript{29}

Perceived benefits are defined as "user perceptions of the potential for Islamic fintech to be used to produce positive results."\textsuperscript{30} Sharia fintech applications can make mobile financial transactions convenient, cost-effective and transparent. Islamic fintech provides customers with many benefits, especially the reduction of time, effort and cost to complete financial transactions.\textsuperscript{31} The perceived benefits can reflect the utility obtained from the use of sharia fintech applications. The extent to which customers believe that the system is useful and easy to use affects their intention to use the system. Thus, many research results show that perceived benefits can positively


influence customer intentions to use sharia fintech applications such as cellular payments and sharia peer to peer lending.\(^{32}\)

The magnitude of user perceptions of the benefits of a sharia fintech application, both digital payments and so on, has an impact on customer ratings of intentions to use fintech services. This is related to customer perceptions of how digital payment services will be useful and able to improve the quality of consumer financial transactions.\(^{33}\) Consumers are looking for the benefits and convenience of making financial transactions in an easy and simple way. Consumers will continue to compare the previous transaction method with the new transaction method to get a transaction method that is better and more useful and convenient for them. System characteristics can be used to assess the benefits of using sharia fintech applications. Various studies have shown that benefits have a direct relationship with intention to use.\(^{34}\)

Maximizing the benefits in this study refers to consumers' subjective perceptions of the potential positive value of online transactions using sharia fintech applications. In the context of using Islamic fintech applications, consumers can save their efforts (e.g., search costs and comparison processes), and even increase their productivity (e.g., better purchasing decisions in a short period of time) in shopping for products or services when they can transact digitally.\(^{35}\) For example, by using convenient sharia fintech features (for example, easy application navigation, some instructions for use and purchases, recommendations and so on) and by using sharia fintech applications, consumers can get various benefits from online transactions such as cost savings, time savings, convenience, wide product selection, and easy access to obtain information. However, these benefits can only be realized if the fintech application can be trusted to fulfill its obligations.

In building trust in the use of sharia fintech services, startups must maximize the benefits of user perceptions in making decisions about the potential of sharia fintech used to produce positive results on the ability,

\(^{32}\) Kim et al.; Hanbyul Choi, Yoonhyuk Jung, and Young Rok Choi, “Understanding of the Fintech Phenomenon in the Beholder’s Eyes in South Korea,” *Asia Pacific Journal of Information Systems*, 2019


\(^{35}\) Chin, Harris, and Brookshire, “An Empirical Investigation of Intent to Adopt Mobile Payment Systems Using a Trust-Based Extended Valence Framework.”
integrity, and goodness of sharia fintech applications. This can be seen from: 1) sharia fintech services that are easy to use in conducting financial transactions, 2) sharia fintech services that can save time when making transactions, 3) sharia fintech services that can save costs when making transactions, 4) sharia fintech services which make transactions more convenient and practical, and 5) Sharia fintech services which can provide other benefits such as promos, discounts, cashback, bonus points/coins and so on.\textsuperscript{36}

**Minimizing the Risk of Using Sharia Fintech**

Risk is defined as “users' subjective beliefs about the potential negative uncertain value of fintech application transactions with parties or entities providing fintech application services”.\textsuperscript{37} Due to the nature of sharia fintech applications and the unpredictability and uncontrollable aspects of financial information technology, users will always be exposed to some level of risk in this context. Trust comes first when consumers are faced with risky and unclear situations.

Numerous distinct risk variations have been discovered by researchers. For example, Jacob & Kaplan identified seven types of risk: opportunity cost risk, performance, financial, physical, time, social, and psychological risk.\textsuperscript{38} D.J. Kim et al. identify Information risks related to transaction privacy and security.\textsuperscript{39} Perceived risk, which is defined as "consumer's subjective anticipation of suffering losses in pursuit of desired objectives", is best associated with financial risk and information risk in studies of the implementation of Islamic mobile payment systems and fintech.\textsuperscript{40}

By reducing user concerns about whether the sharia fintech application service provider will breach official and informal duties, such as confidentiality rules, agreements, and fraud instances, it is possible to reduce perceived risk.


\textsuperscript{37} Kim, Ferrin, and Raghav Rao, “Trust and Satisfaction, Two Stepping Stones for Successful e-Commerce Relationships: A Longitudinal Exploration.”


Customers are less likely to utilize Islamic fintech as a result of this risk, which decreases their intention to do so. Additionally, because Islamic fintech applications are immutable, consumers are discouraged from utilizing them due to the perceived risk of cyber threats and financial losses. Customers' worries that Islamic fintech applications for mobile payments and other services may gather and disclose their personal information with other organizations and violate their privacy are what they view as the risk. The usage of sharia fintech application services is still hampered by the lack of privacy and security in online transactions, including personal data breaches and unsafe financial data transfers.

Concerns about the security risks of this information and its protection against unauthorized use and fraudulent use are crucial given that successful digital financial transactions necessitate the sharing of personal and financial information. This is especially true in light of recent data security breaches involving the Facebook app and other apps. Consumers, for instance, seek assurances that their financial accounts are safe, their data is secure, and that payments are made to the appropriate parties for the appropriate sums. There is an expectation that as perceived security rises, trust will rise and danger will decrease.

While building trust in the use of sharia fintech services, startups must minimize the risk of users’ subjective beliefs in making decisions about the potential for negative values and uncertain losses originating from sharia fintech application transactions. This can be seen from: 1) Sharia fintech service providers build application systems that minimize the potential risk of user personal data information that can be misused, 2) Sharia fintech service providers build systems and procedures so that errors in transactions which have the potential for financial risk where funds in the application can be easily returned/refunded, 3) Sharia fintech service providers build good service systems and procedures so as to avoid the application from the potential risk of being damaged by hackers so as to minimize the potential risk of uncertainty both technically and operationally, and 4) Sharia fintech service providers ensure
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that they have completed licensing from relevant authorities, both from The Financial Services Authority (OJK), Bank Indonesia and other authorities so as to avoid potential legal risks because existing regulations do not protect all sharia fintech application services.\(^{44}\)

**CONCLUSION**

The use of sharia fintech services as a form of risky financial behavior is strongly influenced by the trust, benefits and costs of obtaining information, and the level of risk that will be faced. Awareness and understanding of financial products will influence decisions whether to use these products or not. An important aspect in using sharia fintech services is consumer trust. Due to the high level of uncertainty and risk associated with online transactions, trust has garnered a lot of attention in the context of e-commerce or digital commerce, particularly fintech transactions. Users of sharia fintech services are encouraged to make decisions that reduce the likelihood of failure or loss while also accepting activities that will maximize possible gains or profits. This study opens space for further researchers to examine more specifically the aspects and dimensions of perceptions of trust, benefits and risks in the use of Islamic fintech services with a quantitative research approach. That way, the research results obtained are more in-depth, and detailed, and reveal more about how the constructs and indicators of trust in the use of sharia fintech services are.
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